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Sesion Ordinaria del Comité Técnico para la Gobernanza del Computo y las TIC

No se escatimaran recursos para
la seguridad informatica: Lomeli

LAURA LUCIA ROMERO MIRELES

1 presidir la 1* Sesién Ordina-

ria del Comité Técnico para la

Gobernanza del Cémputo y las

Tecnologias de Informacién y
Comunicacién (CTeTIC) de 1la UNAM,
el rector Leonardo Lomeli Vanegas
instruyé a la Direccién General de
Coémputo y de Tecnologias de Informa-
cién y Comunicacién (DGTIC) informar
sobre la estrategia en materia de seguri-
dad informatica.

También, agregd, para que quienes par-
ticipan en esos procesos tomen conciencia
de la importancia de acudir a los cursos,
capacitarse y seguir las instrucciones que
se den desde esta instancia universitaria,
a fin de tener actualizados y renovar los
sistemas. Por ello se ha venido trabajando,
se toman y se tendrdn medidas adiciona-
les, y no se escatimardn recursos.

Estrategias

Al respecto, el titular de la DGTIC, Héctor
Benitez Pérez, explicé que esas acciones
incluyen la seguridad fisica perimetral
institucional, es decir, proteger los enlaces
de comunicacién desde y hacia internet.

Asimismo, durante 2026 se fortalece-
rdn lineamientos sobre ciberseguridad;
se creard y liderard una red de personas
expertas en la UNAM para compartir co-
nocimiento; y se propondrdn programas
de capacitacién en distintas dreas de espe-
cializacién en el rubro de ciberseguridad
para la comunidad universitaria.

De igual modo, detalld, se establecerdn
politicas locales de ciberseguridad y se
vigilard su cumplimiento; por ejemplo,
se capacitard al personal a cargo de la
infraestructura local y se supervisara
la actualizacion de sistemas.

Los integrantes del CTeTIC aprobaron
por unanimidad el Reglamento Interno del
Comité, el cual cuenta con el visto bue-
no de la Oficina de la Abogacia General;
ademads, se acord¢ la instauracién de los
subcomités especializados y la ratificacién
de sus integrantes.

Benitez Pérez dio a conocer los siete
subcomités: Gobierno de TIC; Telecomu-
nicaciones; Supercémputo; Desarrollo de
Software; Seguridad Informatica; Coor-
dinacién de la RedTIC; e Infraestructura
de Cémputo y uso de Software; ademads,
otro sobre inteligencia artificial esta
en construccion.

Al informar acerca de las agendas de
trabajo de los subcomités, dio a conocer
que para el de Gobierno de TIC algunos de
los puntos son: revisién de propuesta del
Reglamento de Gobierno de las Tecnolo-
glas de Informacién y Comunicacién en la
UNAM, que integrard la normatividad para
el uso aceptable del servicio de REDUNAM;
descarga, gestién y uso de software en la
institucién; integracién de identidad digi-
tal universitaria; y seguridad informdtica
y gobierno de TIC, entre otros temas.

Con ese reglamento, comentd Hugo
Alejandro Concha Cantt, abogado general
de la UNAM, se provee de seguridad a
la institucién; “ese es el objetivo cen-
tral de todas las regulaciones de uso de
la informacién”.

Para el Subcomité de Infraestructura
de Cémputo y uso de Software, abundé
el titular de DGTIC, la agenda incluye la
entrega del Censo TIC 2025 y la realiza-
cién del Censo 2026, instrumentos que
ayudan a “entender en dénde estamos

en términos de equipos de cémputo”
(hardware y software).

Al hablar de los trabajos por venir para
el Subcomité de Desarrollo de Software,
Héctor Benitez menciond, entre otros
aspectos, el seguimiento de proyectos en
proceso, como la integracién del servicio
de Identidad Digital Universitaria en sis-
temas informdticos.

En cuanto al de Supercémputo, dijo
que se hard la revisiéon académica de la
renovacién de la infraestructura respec-
tiva; la evaluacién de proyectos para la
asignacién de recursos de supercémputo;
y el disenio de propuestas para el impulso
de ese aspecto en la UNAM.

El subcomité correspondiente hard
la revisiéon de la propuesta para la
ruta de modernizacién y modelo institu-
cional de financiamiento y ciclo de vida
de la infraestructura de telecomunica-
ciones de esta casa de estudios, entre
otros asuntos.

Benitez Pérez anadié que el Subco-
mité de Seguridad Informdtica trabaja
en la generacién de propuestas para la
consolidacién de una versién federada
de la seguridad en la institucién, donde
la cultura de la informacioén y el respeto
por la identidad de cada persona son
fundamentales para evitar ser victimas
de ataques. g



